


The “Dropbox” Problem

Bring-your-own-device (BYOD) policies and an 
increasingly mobile workforce are changing how 
workers want (and need) to access corporate data...

But if employees are using Dropbox, Google Drive, 
Microsoft OneDrive, or other consumer-grade file 
sync services your company faces data leakage risks



Take 5: Do you know...

...which company files are in employees’ “Dropbox” folders?

...what to do when an employee’s “Dropbox” folder is compromised?

...what to do when employees suddenly leave with company files in their “Dropbox” folder?

...how long “Dropbox” retains files and versions of files?

...what “Dropbox” is doing to guarantee the integrity of your data?
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Risks of “Dropbox”

Data leaks

No visibility

No IT control

Data theft

Data loss

Corrupted data

Law suits

Compliance violations

Loss of accountability

Loss of file access*

*All marketing claims refer to Dropbox Basic version 2.6.30 as of April 18, 2014 



Review

Enabling employees is important, but minimizing 
file anarchy is more important

With “Dropbox,” you have minimal administrative 
controls and oversight

We do not recommend “Dropbox”



Our promise

As your trusted IT service provider, we promise to 
work with you to minimize these risks and support 
your file access needs

We understand that your employees need a file 
sync solution

Anchor is the only cloud file sync service that we 
stand behind and guarantee



...with any content
...across any device

...with anyone

Introducing Anchor

...without compromising security and control

Work anywhere...



What is Anchor?

Anchor provides file sync between PCs and mobile 
devices

Anchor is the only secure cloud file sync service that 
we stand behind and guarantee



What is Anchor?



Access files from anywhere

Keep all of your files with you wherever you go

Anchor updates and protects your work

Users can access their files from their laptops, 
tablets, and phones



Access files from anywhere



Collaborate with ease

Anchor empowers users to collaborate on files 
using Team Shares

Anytime a file changes on a Team Share, users
will have access to the most recent version



Collaborate with ease



Share files securely

With one click of the mouse users can share files, 
set expiration dates, track downloads, receive 
notifications, and send messages



Share files securely



Control your data

Anchor tracks all user activity, including adds, 
deletes, and changes, making it easy to download 
and restore any deleted files and previous versions



Control your data



Eliminate FTP and VPN

Anchor allows businesses to  cloud enable their file 
server, minimizing dependence on FTP and VPN

No more cumbersome technologies



Eliminate FTP and VPN



Review

Anchor gives you the ability to work anywhere, 
across any device, with anyone, with any content, 
without compromising security and control

Anchor allows you to:

• Access files from anywhere
• Collaborate with ease
• Share files securely
• Control your data
• Eliminate FTP and VPN



Features

File syncing access and syncing across all devices

Cloud-enable existing file servers

Team shares

Third-party file sharing and uploads

Comprehensive usage reports

448-bit Blowfish encryption, on-device and in-transit

2-factor authentication

Remote wipes of desktops and devices

Custom retention period for deleted files and file revisions

Granular user-access and security controls

Revised file backup

Managed file sharing for internal and external parties

Multiple folder backup (Documents, Desktop, Pictures, etc.)

Continuous real-time backup

Bandwidth throttling


